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**РЕГЛАМЕНТ РАБОТЫ СОТРУДНИКОВ И ОБУЧАЮЩИХСЯ КОЛЛЕДЖА С РЕСУРСАМИ ИНТЕРНЕТ**

**1. ОБЩИЕ ПОЛОЖЕНИЯ**

1.1. Регламент работы работников и обучающихся в сети Интернет (далее - Регламент) определяет условия и порядок использования сети Интернет работниками и обучающимися в Частном профессиональном образовательном учреждении «Обнинский Гуманитарный Колледж» (далее - Колледж).

1.2. Пользователями сети Интернет в Колледже являются работники и обучающиеся.

1.3. Использование сети Интернет в Колледже возможно исключительно при условии ознакомления и согласия лица, пользующегося сетью Интернет в Колледже, с настоящим Регламентом работы работников и обучающихся в сети Интернет.

1.4. Использование сети Интернет направлено на получение открытой информации обучающимися в рамках образовательного процесса и работниками в рамках выполнения служебных обязанностей.

1.5. Организационно-правовым основанием разработки Регламента работы работников и обучающихся в сети Интернет являются следующие документы:

1.5.1. Федеральный закон от 29.12.2012 № 273 «Об образовании в Российской Федерации».

1.5.2. Федеральным законом от 29.12.2010 №436-Ф3 (ред. От 02.07.2013) «О защите детей от информации, причиняющей вред здоровью и развитию».

1.5.3. Федеральный закон от 25.07.2002 № 114-ФЗ «О противодействии экстремистской деятельности».

1.5.4. Федеральный список экстремистских материалов.

1.5.5. Федеральный закон от 27.07.2006 № 152-ФЗ «О персональных данных».

1.6. Предоставление доступа в сеть Интернет осуществляется на рабочих местах работников. Предоставление доступа в сеть Интернет обучающимся обеспечивается в компьютерных классах в соответствии с расписанием учебных занятий и во внеурочное время для подготовки к занятиям.

1.7. При работе в сети Интернет в Колледже обучающиеся имеют право на доступ только к тем ресурсам, содержание которых не противоречит действующему законодательству Российской Федерации и которые имеют прямое отношение к образовательному процессу. Проверка выполнения этого требования контролируется преподавателем и Директором.

1.8. Обучающиеся имеют право на доступ в Интернет только с компьютеров компьютерных классов, электронных читальных залов библиотек или со своих портативных устройств посредством технологии wi-fi.

1.9. Доступ и контроль работы обучающихся в компьютерных классах обеспечивает преподаватель, ведущий занятия или учебно-вспомогательный персонал.

1.10. Пользователи сети Интернет в Колледже должны учитывать, что технические средства и программное обеспечение не могут обеспечить полную фильтрацию ресурсов сети Интернет вследствие частого обновления ресурсов. В связи с этим существует вероятность обнаружения обучающимися и работниками ресурсов, содержание которых противоречит действующему законодательству Российской Федерации. При обнаружении указанной информации пользователю необходимо сообщить о данном факте в администрацию Колледжа. При возникновении у работников и обучающихся сомнений в правомерности доступа к какому-либо Интернет-ресурсу, использования программного обеспечения, пользователям необходимо обратиться в администрацию Колледжа.

**2. ОРГАНИЗАЦИЯ ДОСТУПА В СЕТЬ ИНТЕРНЕТ**

2.1. Прежде чем, получить доступ в сеть Интернет пользователи должны быть ознакомлены с настоящим Регламентом. Обучающиеся знакомятся с Регламентом в момент подачи документов на поступление в Колледж. Факт ознакомления фиксируется в заявлении о поступлении.

Работники Колледжа знакомятся с Регламентом при приеме на работу. Факт ознакомления фиксируется в трудовом договору.

2.2. Подключение работников и обучающихся к сети Интернет осуществляется только после согласования с директором Колледжа.

**3. ПРАВА ОБУЧАЮЩИХСЯ И РАБОТНИКОВ ТЕХНИКУМА**

3.1. Работники и обучающиеся в Колледже имеют право пользоваться электронными ресурсами Колледжа, а также ресурсами сети Интернет в рамках выполнения служебных обязанностей или в соответствии с требованиями образовательного процесса.

**4. ОБУЧАЮЩИМСЯ И РАБОТНИКАМ ЗАПРЕЩАЕТСЯ**

*Обучающимся и работникам запрещаются следующие действия:*

4.1. Доступ к развлекательным (игровым, порно и т.д.) ресурсам. Использование данных ресурсов приносит экономический ущерб Колледжу (тратится рабочее время работников, учебное время обучающихся, финансовые средства за предоставление канала доступа в сеть Интернет и т.д.).

4.2. Доступ к сайтам хакерской тематики. Зачастую приводит к атакам со стороны их владельцев, что влечет за собой экономический, а иногда и технический, ущерб (рабочее время работников, администраторов, осуществляющих реагирование на инцидент и восстановление системы, выведенные из строя системы, время их простоя и т.д.).

4.3. Осуществление несанкционированных заказов товаров в Интернет-магазинах, Интернет-аукционах и т.д. (в том числе за счет работника или обучающегося).

4.4. Доступ к противозаконным ресурсам, связанным с терроризмом, экстремизмом, наркотиками и т.д.

4.5. Загрузка, отправка, передача или любой другой способ опубликования материалов, которые являются незаконными, вредоносными, угрожающими, оскорбляющими нравственность, экстремистскими, пропагандирующими ненависть и/или дискриминацию людей по расовому, этническому, половому, социальному признакам.

4.6. Загрузка, отправка, передача или любой другой способ опубликования материалов, которые пользователь не имеет права делать доступными по закону или согласно внутренним положениям Колледжа.

4.7. Загрузка, отправка, передача или любой другой способ опубликования материалов, которые затрагивают какой-либо патент, торговую марку, коммерческую тайну, копирайт или прочие права собственности и/или авторские и смежные с ним права третьей стороны.

4.8. Загрузка, отправка, передача или любой другой способ опубликования «спама», схем «пирамид», «писем счастья» и т.п.

4.9. Сбор, хранение и отправка посредством использования сети Интернет персональных данных других пользователей без их согласия.

4.10. Загрузка и распространение материалов, содержащих вирусы или другие компьютерные коды, файлы или программы, предназначенные для нарушения, уничтожения либо ограничения функциональности любого компьютерного или телекоммуникационного оборудования или программ, для осуществления несанкционированного доступа, а также серийные номера к коммерческим программным продуктам и программы для их генерации, логины, пароли и прочие средства для получения несанкционированного доступа к платным ресурсам в сеть Интернет, а также размещение ссылок на вышеуказанную информацию (за исключением случаев, предусмотренных учебным процессом).

4.11. Загрузка и запуск файлов без предварительной проверки на наличие вирусов установленным антивирусным пакетом.

4.12. Внесение каких-либо изменений в программное обеспечение, установленное на рабочем месте работника или обучающегося. Изменение конфигурации компьютеров, в том числе изменение системных настроек компьютера и всех программ, установленных на нем (за исключением случаев, предусмотренных учебным процессом).

4.13. Во время учебного процесса: включение, выключение и перезагрузка компьютера без согласования с преподавателем.

4.14. Осуществление действий, направленных на «взлом» программного и/или аппаратного обеспечения любых персональных компьютеров, находящихся в Колледже (за исключением случаев, предусмотренных учебным процессом).

4.15. Работа с объемными ресурсами (видео, аудио, фото) без согласования с директором Колледжа.

**5. ОТВЕТСТВЕННОСТЬ**

Работники и обучающиеся в соответствии с действующим законодательством Российской Федерации несут ответственность:

5.1. За содержание передаваемой, принимаемой и печатаемой информации с использованием компьютерной техники Колледжа и сети Интернет.

5.2. За нанесение любого ущерба оборудованию в «точке доступа» в сеть Интернет (порча имущества, вывод оборудования из рабочего состояния). Пользователь несет материальную ответственность.